Students
Online Safety

• **Stop. Think. Click.** Before posting online (i.e., social media, texting, email, etc.)

• Password Safety: Keep it secret. Keep it safe.

• Friend Requests: If you do not know them, do not add them. Do not communicate with strangers online or via an app.

• Avoid “zoom-bombing” by only sharing the link and password with those who are invited to attend.

• Be careful with unknown websites apps - Be aware of websites you do not recognize. [Safe Online Surfing Tips from the FBI](https://sos.fbi.gov/en/)

• Be careful when downloading apps on your device.

**STAY HOME**
**STOP COVID–19**